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On the Efficiency of Oblivious Transfer Based on Noisy Channels

Motohiko ISAKA and Yuki SHIMIZU

We consider a cryptographic primitive called oblivious transfer which is useful in the context of
secure multiparty computation. Noisy channels are utilized to achieve information theoretically
secure oblivious transfer rather than resorting to a certain computational assumption. The
information theoretic efficiency of the protocol based on the additive white Gaussian noise channel
is investigated.
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